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Lord Goodlad (Chairman)

The Constitution Committee

House of Lords

London 

SW1A 0PW

By post and by email: constitution@parliament.uk

28 June 2008

Dear Lord Goodlad

Surveillance and Data Collection Inquiry: further information

I write regarding Home Office Minister Tony McNulty’s evidence to the Committee on Wednesday 25th June, in which he made a number of incorrect statements about the National DNA Database. I would be grateful if you would draw the following to the Committee’s attention.

In his evidence the minister referred to: “…the litany of rapists, killers, child abusers who nominally on anybody’s definition would fall into your innocent category, i.e. they have encountered the criminal justice system but the case has not been pursued against them, only for in some cases 15-20 years later horrendous crimes to be laid at that individual’s door purely because of the individual’s DNA sample being on the database”.

The minister was presumably referring to Operation Advance, a joint initiative between the Forensic Science Service (FSS) and the Home Office Police Standards Unit (PSU). However, the success of Operation Advance is due to the retention of crime scene evidence, not innocent individuals’ DNA. During Operation Advance, evidence from crime stains has been re-analysed using the more sensitive techniques available today. Operation Advance III was launched in September 2007. By then, the project had reviewed over 11,000 cases leading to the scientific re-analysis of 423 cases and 116 matches against the National DNA Database. These had resulted in 30 convictions, including four life sentences, and further seven cases were awaiting trial.

The £1millon cost of Operation Advance is roughly the same as the annual cost of storing the DNA samples of the one million innocent people estimated to have records on the Database, and it is likely to be considerably more effective at solving serious crimes.

Whilst it might be argued that retaining innocent individuals’ DNA profiles would increase the chances of identifying the perpetrator in the ‘unmatched’ cases, in reality it is giving the police relatively wide powers to collect DNA, not to retain it, that has provided valuable evidence in some cases. I enclose a GeneWatch UK briefing which provides further information regarding the relevant figures for the DNA Database as a whole. Expanding the number of individuals whose records are retained has increased the expected number of false matches, but has not increased the chances of detecting a crime using DNA. In contrast collecting more crime scene DNA has been effective. 

The reference by the minister to Stefan Kiszco – who spent 16 years in jail for a crime he did not commit - is also seriously misleading. Kiszco was jailed in 1976 for the murder of schoolgirl Lesley Molseed on the Yorkshire moors. The forensic evidence which eventually cleared Kiszco was that the semen on Lesley’s underwear could not have been his, because he had a health condition which made him incapable of producing sperm – evidence never shown to the defence or court at his original trial. He was freed in 1992, but died a year later. The police re-opened the case in 2001, obtained a DNA profile from Molseed’s underwear, and Ronald Castree was convicted of the murder in 2007. He had been convicted within a year of the Molseed’s murder of abducting another young girl and trying to assault her, but his DNA was not added to the Database until 2006, when he was arrested for an unrelated crime. The case illustrates the importance of retaining crime scene DNA evidence and DNA profiles from individuals convicted of serious offences, who may re-offend. It did not involve the retention of DNA from any innocent individual and Kizsco was not freed as a result of the retention of either his or Castree’s DNA.

In his evidence, the minister stated a number of times that retention of an innocent individual’s DNA allows them to be exonerated if they are falsely accused of a crime. However, an innocent individual carries their DNA with them at all times and does not require it to be stored on a database in order to show that it does not match a crime scene DNA profile. The database is used to supply match lists (lists of potential suspects) to the police – not lists of all the persons on the database who do not match the crime scene DNA profile. 

Mr McNulty also stated that use of the Database does not involve ‘fishing’ to try to find crimes to attach to individuals. However, use of the Database involves continual ‘speculative searching’ of individuals’ DNA profiles against about 800,000 crime scene profiles every year. In contrast, the Police Elimination Database is not subject to speculative searches.

Finally, the minister claimed that people with records on the Database were not a list of the ‘almost guilty’ who might be vulnerable to stigma or discrimination. However, as stated in the National DNA Database Annual Report 2005/05 (page 9): “In support of the powers provided by Section 82 of the CJPA and Sections 9 and 10 of the CJA, it has

become necessary to retain a nominal record of every person arrested for a recordable offence on the Police National Computer (PNC) to enable a link to be made between the DNA profile held on the NDNAD and fingerprints held on the national automated fingerprints database (IDENT1) to help the police identify and locate an individual following a match being obtained on the NDNAD”. PNC records are available to a wide range of agencies and the information in them may lead to an individual being refused a job or a visa (for example, US visas may be refused on the basis of a record of arrest).

The enclosed briefing also cites the opinion of the British Academy of Forensic Sciences regarding the disadvantages of creating a DNA database of the entire population, which you may find of interest.

Yours sincerely,

Dr Helen Wallace

Director, GeneWatch UK

60 Lightwood Road  (  Buxton  (  Derbyshire  (  SK17 7BB  (  UK
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